
Cybersecurity Crossword
Use your cybersecurity knowledge to solve the puzzle.

“A” in the CIA triad; ensures authorised users  
have access
Unwanted software designed to show ads
Prevents users from accessing their system or 
personal files and demands a ransom payment 
to regain access
Unauthorised assumption of another’s identity 
for access or theft
Types of emails designed to trick one into 
opening an attachment or clicking a malicious 
link that requests PII
Practice of reserving information for those 
authorised to know
Sets of malicious code that infects a host
Malicious software that travels through a 
network without assistance of a host or user
Type of malware installed on a user’s system 
without awareness or consent
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Unsolicited email that may be advertising, 
phishing, and/or scamming attempts
A person who uses computers to gain 
unauthorised access to data
“I” in the CIA triad; protection from 
unauthorised changes
When follows closely behind another without 
using valid credentials
At least two connected computers sharing 
resources
First line of defence against cyber attacks
Art of protecting networks, data, and devices 
from unauthorised use
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Answer Key
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